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 Don’t Get ‘Ketch’! 
Remember, Scammers are Still Phishing 

Jamaica Post reminds its valued customers that scammers are still
searching for their next victim. Be on the lookout and don’t get
caught. 

Some customers have reported receiving suspicious messages
requesting that they click on links, provide their sensitive data,
update their delivery address and make payment online. These
fake messages may express a sense of urgency, giving deadlines
and threatening to return mail items. We wish to assure you that
such messages and requests did NOT originate from Jamaica
Post. 

Here are some tips to help you avoid getting caught by phishing
scams:

Do NOT click on suspicious links. 
Do NOT share your sensitive personal data. 
Contact Jamaica Post at info@jamaicapost.gov.jm or visit
www.jamaicapost.gov.jm to query or verify information
relating to postal services.

 
Jamaica Post thanks all stakeholders for their continued support
and wishes for everyone to stay safe from phishing attacks.
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